MED-EL is a leading manufacturer of innovative medical devices for the treatment of various types and degrees of hearing loss. Our unique portfolio of implantable hearing solutions benefits thousands of individuals in more than 100 countries worldwide. With headquarters in Innsbruck, Austria, MED-EL has over 2200 employees around the world. In support of our continuing growth, we currently have an open position with focus on:

**Cybersecurity Engineer (m/f)**

RD_1_2001
Innsbruck, Austria

**Main Tasks**

- Perform penetration tests and reverse engineering to identify security vulnerabilities that could impact IoT devices
- Assist in security risk assessments and threat modeling
- Provide cybersecurity expertise into development of new devices and in the update/upgrade, maintenance, and support of existing devices
- Review software and hardware designs from a cybersecurity point of view
- Recommend and advice on the implementation of security controls

**Requirements**

- Higher degree in information security, computer science, software engineering, or related field; or equivalent work experience
- 3+ years of work experience in information security field
- Experience with communication protocols (Bluetooth, BLE) and working knowledge of embedded systems and firmware
- Experience with threat models and vulnerability assessments
- Excellent command of written and spoken English, German is a plus
Salary will be determined based on professional experience; the formal minimum salary according to Collective Bargaining Agreement is EUR 37,022.44.

We offer a challenging opportunity in a multinational work environment with English as our company language. We look forward to receiving your application at jobs.medel.com

**Apply online**

**MED-EL Medical Electronics**

Headquarters  Tel +43 (0) 5 7788 7788
Fürstenweg 77a  jobs.medel.com
6020 Innsbruck,  Austria

File adjusted by Career Info-Service, TU Graz